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Examples of candidate malpractice are: 

• the alteration or falsification of any results document, including certificates; 

• a breach of the instructions or advice of an invigilator, supervisor, or the awarding body in 

relation to the examination or assessment rules and regulations; 

• the unauthorised use of alternative electronic devices or technology during remote 

assessment and remote invigilation; 

• accessing the internet or online materials during remote assessment and remote 

invigilation, where this is not permitted; 

• failing to abide by the conditions of supervision designed to maintain the security of the 

examinations or assessments; 

• collusion: working collaboratively with other candidates, beyond what is permitted; 

• copying from another candidate (including the use of technology to aid the copying); 

• allowing work to be copied, e.g. posting work on social networking sites prior to an 

examination/assessment; 

• the deliberate destruction of another candidate’s work; 

• disruptive behaviour in the examination room or during an assessment session (including 

the use of offensive language); 

• failing to report to the centre or awarding body the candidate having unauthorised access 

to assessment related information or sharing unauthorised assessment related information 

online; 

• exchanging, obtaining, receiving, passing on information (or the attempt to) which could 

be assessment related by means of talking, electronic, written or non-verbal 

communication; 

• making a false declaration of authenticity in relation to the authorship of controlled 

assessment, coursework, non-examination assessment or the contents of a portfolio; 

• allowing others to assist in the production of controlled assessment, coursework, nonexamination 

assessment or assisting others in the production of controlled assessment, 

coursework or non-examination assessment; 

• the misuse, or the attempted misuse, of examination and assessment materials and 

resources (e.g. exemplar materials); 



• being in possession of unauthorised confidential information about an examination or 

assessment; 

• bringing into the examination room notes in the wrong format (where notes are permitted 

in examinations) or inappropriately annotated texts (in open book examinations); 

• the inclusion of inappropriate, offensive, obscene, homophobic, transphobic, racist or 

sexist material in scripts, controlled assessments, coursework, non-examination 

assessments or portfolios; 

• impersonation: pretending to be someone else, arranging for another person to take one’s 

place in an examination or an assessment; 

• plagiarism: unacknowledged copying from, or reproduction of, published sources or 

incomplete referencing; 

• theft of another candidate’s work; 

• bringing into the examination room or assessment situation unauthorised material, for 

example: notes, study guides and personal organisers, own blank paper, calculators (when 

prohibited), dictionaries (when prohibited), watches, instruments which can capture a 

digital image, electronic dictionaries (when prohibited), translators, wordlists, glossaries, 

iPods, mobile phones, MP3/4 players, pagers, or other similar electronic devices; 

• the unauthorised use of a memory stick or similar device where a candidate uses a word 

processor; 

• facilitating malpractice on the part of other candidates; 

• behaving in a manner so as to undermine the integrity of the examination. 


